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your official duty.



Telephone Deception --- Defrauding Tricks

Impersonating the Mainland Officials

Impersonating Staff of Courier Companies

Impersonating Bank Staff 

Impersonating Other Official 



Identifying scam victims

Victims appear to be nervous 
or worried

During conversations, victims 
continuously receive 
instructions from other person 

Victims accompanied by 
strangers who request the sale 
of stocks/transferred money

Victims suddenly open an 
online stock trading account

Victims suddenly sell all their 
stocks without a specific 
reason

Victims claim that relatives 
need financial assistance



Starting from 1st May 2023, telecommunication service providers 
add warning messages to incoming calls from overseas with the 
prefix "+852".

Do not trust calls from strangers

Take care of your friends and family members

Law enforcement officers /bank staff will NOT request personal 
data over the phone or instruct you to transfer money to a 

designated bank account for asset scan.

Our Advice 



Investment Scam



Impersonating famous stock 
analysis social media accounts 



WeChat Girls



Romance Scam



Case Sharing



Anti-scam videos

Scam-Alert 

Anti-deception 
Events 

Anti-Deception Coordination Centre



Scameter



West Kowloon CHILL RUN Winter Market Anti-Scam Charity Run 2023

Enroll now by clicking on the following link. Availability is on a first-come-first-served basis while quota lasts.

https://www.njuko.net/adccrun2023/select_competition

https://www.njuko.net/adccrun2023/select_competition

